Annex no 5 to the Rector’s Order no: 133/2021 of the Rector of the MUB of 9’th November 2021

**Information on the processing of personal data**

1. The Medical University of Bialystok is the administrator and collects personal data of employees / students / doctoral students infected with the coronavirus and indicated as a contact person for the needs of epidemiological supervision. The University has appointed a Data Protection Officer who can be contacted regarding personal data - email: iod@umb.edu.pl
2. The collected personal data will be processed to ensure occupational safety and health at MUB, to protect the health and life of employees / students / doctoral students on the basis of:
* Art. 6 sec. 1 point d GDPR, i.e. processing is necessary to protect the vital interests of the data subject or another natural person;
* Art. 9 sec. 2 point b GDPR, i.e. processing is necessary to fulfill the obligations arising from legal provisions, which are art. 50 sec. 1 of the Law on Higher Education and Science and Art. 207 of the Labor Code;
* Art. 9 sec. 2 lit. i GDPR, i.e. processing is necessary for reasons related to the important public interest in the field of public health for the purposes of preventive health related to the COVID-19 epidemic in conjunction with the sanitary guidelines and the provisions of the Act on special solutions related to preventing and combating COVID-19, other infectious diseases and emergencies caused by them.
1. The recipients of personal data will only be persons authorized by the Administrator and pursuant to art. 32 a of the Act of 5’th December 2008 on preventing and combating infections and infectious diseases in humans (Journal of Laws 2020.1845, as amended), in particular the Chief Sanitary Inspectorate and the County Sanitary and Epidemiological Station (Główny Inspektorat Sanitarny oraz Powiatowa Stacja Sanitarno-Epidemiologiczna) in Białystok, ul. Warszawska 57A, 15-062 Białystok.
2. Personal data will be stored at the Medical University of Bialystok for a period of 3 months.
3. Each employee / student / doctoral student has the right to access personal data, the right to rectify, delete or limit processing, the right to object to the processing and the right to lodge a complaint to the President of the Personal Data Protection Office.
4. On the basis of the provided personal data, no automated decisions will be made, including no profiling.
5. Providing personal data is necessary to prevent the spread of the coronavirus.