Załącznik nr 1.7 do Zarządzenia nr 175/2024 Rektora UMB z dnia 23.12.2024 r.

**Klauzula informacyjna – osoby trzecie i osoby których dotyczy zgłoszenie**

Zgodnie z art. 14 ogólnego rozporządzenia o ochronie danych osobowych z dnia 27 kwietnia 2016 r. (Dz. Urz. UE L 119 z 04.05.2016) zwanym dalej RODO informuję, iż:

1. Administratorem Danych Osobowych jest Uniwersytet Medyczny w Białymstoku z siedzibą ul. Jana Kilińskiego 1, 15-089 Białystok, reprezentowany przez Rektora.
2. Kontakt do Inspektora Ochrony Danych w Uniwersytecie Medycznym w Białymstoku, adres email: iod@umb.edu.pl.
3. Kontakt do Pełnomocnika Rektora ds. zgłoszeń naruszeń prawa w Uniwersytecie Medycznym w Białymstoku, tel. 85 748 54 14, adres e-mail: naruszenia@umb.edu.pl.
4. Pana/Pani dane osobowe przetwarzane będą w celu realizacji zadań związanych z obsługą zgłoszeń wewnętrznych, w tym rozpoznania zgłoszenia i przeprowadzenia postępowania wyjaśniającego dotyczącego nieprawidłowości w Uczelni lub innego stosownego postępowania oraz ewentualnego podjęcia czynności związanych z przekazaniem zgłoszenia odpowiednim organom zewnętrznym.
5. W zależności od rodzaju nieprawidłowości objętych przedmiotem zgłoszenia Pana/ Pani dane osobowe będą przetwarzane na podstawie:
6. Art. 6 ust. 1 lit. c RODO tj. obowiązku administratora, w związku z przepisami ustawy z dnia 14 czerwca 2024 r. o ochronie sygnalistów.
7. Art. 6 ust. 1 lit. e RODO tj. realizowania przez administratora zadań w interesie publicznym lub w ramach wykonywania władzy publicznej powierzonej administratorowi na podstawie przepisów ustawy z dnia 14 czerwca 2024 r. o ochronie sygnalistów (Dz. U. poz. 928).
8. Dane szczególnej kategorii - jeżeli takie dane osobowe zawarte są w zgłoszeniu sygnalisty.
9. Art. 9 ust. 2 lit. g RODO tj. przetwarzanie jest niezbędne ze względów związanych z ważnym interesem publicznym, na podstawie prawa Unii lub prawa państwa członkowskiego, które są proporcjonalne do wyznaczonego celu, nie naruszają istoty prawa do ochrony danych i przewidują odpowiednie i konkretne środki ochrony praw podstawowych i interesów osoby, której dane dotyczą
10. Odbiorcami Pana/Pani danych osobowych będą upoważnione przez Administratora osoby obsługujące zgłoszenia, jednocześnie dostęp do Pana/Pani danych mogą mieć podmioty wspierające technicznie i informatycznie systemy obsługujące zgłoszenia na mocy stosownych umów powierzenia przetwarzania danych osobowych oraz przy zapewnieniu stosowania odpowiednich środków technicznych i organizacyjnych zapewniających ochronę danych.
11. Odbiorcami Pana/ Pani danych osobowych mogą być podmioty upoważnione do ich uzyskania na podstawie przepisów prawa.
12. Pana/Pani dane osobowe przechowywane będą przez 3 lat po zakończeniu roku kalendarzowego, w którym zakończono działania następcze, lub po zakończeniu postępowań zainicjowanych tymi działaniami.
13. Posiada Pan/Pani prawo do żądania od Administratora: dostępu do danych osobowych, prawo do ich sprostowania, ograniczenia przetwarzania oraz prawo do wniesienia sprzeciwu wobec przetwarzania, przy czym sprzeciw przysługuje jedynie w sytuacji, gdy dalsze przetwarzanie nie jest niezbędne do wywiązania się przez administratora z obowiązku prawnego i nie występują inne nadrzędne, prawne podstawy przetwarzania.
14. Realizacja praw następuje z ograniczeniami, o których mowa w art. 8 ust. 5 i 6 ustawy o ochronie sygnalistów: w ramach realizacji prawa dostępu do danych osobowych administrator nie przekazuje informacji o źródle danych, chyba że sygnalista nie spełnia warunków wskazanych w art. 6 ustawy o ochronie sygnalistów albo wyraził wyraźną zgodę na takie przekazanie.
15. Z powyższych praw może Pan/Pani skorzystać kontaktując się z Inspektorem Ochrony Danych.
16. Ma Pan/Pani prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych, ul. Stawki 2, 00-193 Warszawa, gdy uzasadnione jest, że Pana/Pani dane osobowe przetwarzane są przez Administratora niezgodnie z ogólnym rozporządzeniem o ochronie danych osobowych z dnia 27 kwietnia 2016 r.
17. Uczelnia pozyskała Pana/ Pani dane osobowe od osoby sygnalizującej naruszenie prawa w zakresie podanym przez tą osobę.
18. Dane osobowe nie będą przekazywane do państw trzecich.
19. Dane osobowe nie podlegają zautomatyzowanemu podejmowaniu decyzji, w tym profilowaniu.